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See reverse for more information. 

VIRUS ALERT! 
Pineville Communication Systems wants to help 

Defend You Against Cyber Attacks. 

When you access the Internet, you may potentially be under attack by   

hackers who are spreading harmful email and pop-up campaigns and   

scams designed to capture your personal information (known as “Phishing”) 
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Protect yourself against cyber attacks and scams that target you via email, pop-up windows,  etc. 

By following these simple rules: 

1.  DO NOT click on any links in an email from an unknown sender.                       

2. DO NOT click on an email or pop-up from an unknown sender.                         

3. DO NOT supply any information on the website that may open,                                                              

WHEN IN DOUBT, CALL US. Pineville Communication Systems DOES NOT contact 

customers by email to verify service information or to request payment via email.  We 

have secure payment methods in place and any questions about service can be          

addressed by contacting our office at 704-889-2001. 

If you think you have been victim of a scam, check your credit history and watch your 

bank accounts.  Contact your financial institution for details.  

If you do not have a virus protection software on your computer, call us today. 

For more guidance on recognizing an email scam, visit the FTC Website: http://www.consumer.ftc.gov/articles/0003-phishing 

www.pinevilledsl.net 

4. DO NOT open any attachments that arrive with email.                                           

5. DO NOT give account information, credit/debit card information                                 

to untrusted sources via email. 

    if you clicked on a link in email.                                                                                                 


